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Implement programmatic control interfaces enabling clients to submit requests for control/
administrative operations at resources associated with network-accessible services of provider
network 501

\ J

Implement programmatic registration interfaces enabling clients to indicate candidate resources
located outside the provider network (e.g., at client data centers) that are to be managed using the
provider network's programmatic control interfaces 504

\ J

Receive a registration request indicating a candidate resource R to be registered for a particular
network-accessible service S 507

\ J

Verify that R is capable of performing indicated functionality associated with service S, and that a
secure network connection is available for control traffic 510

\ J

In response to control operation requests received via provider network’s control interface(s) and/
or endpoints, submit corresponding control commandsto R~ 513

FIG. 5
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Establish data route between (a) an isolated network set up on behalf of the client
using provider network resources and (b) client resource set at client’s data
center external to the provider network 601

Yy

Receive registration request indicating that some resources of client resource set
are to be controlled using provider network’s control-plane resources, interfaces,
andfor endpoints 604

) J

Using at least some of the same network links that were used for the data route

to the isolated network, set up a secure control-plane virtual connection between

provider network’s administrative control nodes and control modules installed on
(orlinked to) the registered resources 607

h 4

As needed, transmit control commands using control-plane virtual connection to
the registered resources 610

FIG. 6
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Implement programmatic interfaces enabling specification of application stack to be configured
using provider network’s control plane resources (e.g., configuration service nodes) 701

h 4
Receive an application stack configuration request, indicating at least one resource located at a
provider network data center, and at least one registered resource located at a client's data center
104

l

Transmit respective sets of configuration commands to resources at the provider network data
center, and to registered resource 708

A 4

Verify application functionality and connectivity between the resources, and provide an indication
to client that application has been configured 712

FIG. 7
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Receive, via a provider network control-plane endpoint, a request to quiesce a virtualized resource
instance RI1 running on a registered resource within a client’s data center 801

Y

Transmit one or mare control commands to the virtualization management stack at the registered
resource to save RI1 state and quiesce RI1 8§04

4

Receive, via the endpoint, a request to launch RI1 at a host located within the provider network
807

Transfer RI1's state information to a selected virtualization host within the provider network 810

Launch RI1 at the virtualization host within the provider network 813

FIG. 8
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Implement programmatic interfaces enabling clients to submit configuration requests to network-
accessible service established to manage pooled resources (e.g., to manage activation/
passivation of resources within a pool, andfor to add/remove resources from a pool) of provider
network 1301

Y

Receive a pool management request that indicates a set of resources whose status within a
specified pool is to be managed by the service; at least one of the resources is located at a data
center external to the provider network (e.g., at a client-owned data center) 1304

Y
Establish a secure network connection between an administrative component of the service, such
as a service controller node located within the provider network, and a control module located in
the extemal data center (e.g., at an appliance dedicated to the service, or on one or more of the
pooled resources) 1307

Y

Based on criteria indicated by the pool management request, transmit configuration commands
(e.g., activation commands) from the administrative component via the control module(s) to
selected resources of the pool that are located in the external data center 1310

FIG. 13
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Identify sources for metrics to be used to activate/deactivate resources within a pool that includes
provider network resources at one or more availability containers and/or client-owned resources at
one or more client-defined availability containers 1401

;

»  Over the next time period, collect metrics from the sources identified 1404 |«

esources are to be activated/deactivated, e.g., based ¢
workload trends identified from metrics? 1407

No

Identify specific resources whose activation status is to be changed 1410

h 4

Transmit activation/deactivation commands (e.g., using control modules
installed at client-side resources) to the resources, update set of metrics
sources as needed 1413

FIG. 14
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MANAGING POOLED CLIENT-PREMISE
RESOURCES VIA PROVIDER-DEFINED
INTERFACES

BACKGROUND

Many companies and other organizations operate com-
puter networks that interconnect numerous computing sys-
tems to support their operations, such as with the computing
systems being co-located (e.g., as part of a local network) or
instead located in multiple distinct geographical locations
(e.g., connected via one or more private or public interme-
diate networks). For example, data centers housing signifi-
cant numbers of interconnected computing systems have
become commonplace, such as private data centers that are
operated by and on behalf of a single organization, and
public data centers that are operated by entities as businesses
to provide computing resources to customers. Some public
data center operators provide network access, power, and
secure installation facilities for hardware owned by various
customers, while other public data center operators provide
“full service” facilities that also include hardware resources
made available for use by their customers. However, as the
scale and scope of typical data centers has increased, the
tasks of provisioning, administering, and managing the
physical computing resources have become increasingly
complicated.

The advent of virtualization technologies for commodity
hardware has provided benefits with respect to managing
large-scale computing resources for many customers with
diverse needs, allowing various computing resources to be
efficiently and securely shared by multiple customers. For
example, virtualization technologies may allow a single
physical computing machine to be shared among multiple
users by providing each user with one or more virtual
machines hosted by the single physical computing machine,
with each such virtual machine being a software simulation
acting as a distinct logical computing system that provides
users with the illusion that they are the sole operators and
administrators of a given hardware computing resource,
while also providing application isolation and security
among the various virtual machines. Furthermore, some
virtualization technologies are capable of providing virtual
resources that span two or more physical resources, such as
a single virtual machine with multiple virtual processors that
spans multiple distinct physical computing systems.

Operators of networks that enable clients to use virtual-
ized resources as needed simplify many aspects of applica-
tion management, such as the responsibility for detecting
and recovering from failures, scaling the infrastructure as
workload increases, and so on. However, some enterprise IT
(Information Technology) departments remain reluctant to
commit to such cloud-based architectures, especially for
legacy applications that have existed for long periods, appli-
cations that may deal with sensitive data sets, or applications
that may utilize proprietary technologies providing competi-
tive advantages. A sudden transition from implementing an
application completely within client-owned premises to
implementing the same application completely at a cloud
provider’s data centers may be too much of a leap for some
organizations. Techniques that may help to ease the transi-
tion from client-premise applications to the cloud environ-
ment may be of great benefit, both to the cloud operators
(whose revenues may increase) and the clients (whose costs
may decrease).

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 illustrates an example of a system in which a
common set of control interfaces may be used to manage
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2

resources at data centers within and outside a provider
network, according to at least some embodiments.

FIG. 2 illustrates an example of a data flow path and a
control flow path between a provider network data center
and an external data center, according to at least some
embodiments.

FIG. 3 illustrates an example configuration of a multi-
layer application that relies on a combination of provider
network resources and external resources, according to at
least some embodiments.

FIG. 4 illustrates examples of interactions between a
client and a registration manager configured to register
client-specified resources as candidate targets for control
operations, according to at least some embodiments.

FIG. 5 is a flow diagram illustrating aspects of operations
that may be performed to implement resource control at
client data centers via provider-defined control interfaces,
according to at least some embodiments.

FIG. 6 is a flow diagram illustrating aspects of operations
that may be performed to use, for control operations, a
previously-configured data route between client-premise
resources and provider network resources, according to at
least some embodiments.

FIG. 7 is a flow diagram illustrating aspects of operations
that may be performed to configure an application using a
combination of provider network resources and external
resources, according to at least some embodiments.

FIG. 8 is a flow diagram illustrating aspects of operations
that may be performed to quiesce virtualized resources at a
data center external to the provider network, and re-instan-
tiate the resources within the provider network, according to
at least some embodiments.

FIG. 9 illustrates an example of a system in which a
provider network service is configured to manage resource
pools that include resources at external data centers, accord-
ing to at least some embodiments.

FIGS. 10a and 105 respectively illustrate two alternatives
for control flow that can be used for pooled-resource ser-
vices whose control planes are extended from provider
networks into external data centers, according to at least
some embodiments.

FIG. 11 illustrate examples of types of resource pools at
a data center external to a provider network, according to at
least some embodiments.

FIG. 12 illustrate examples of pool configurations that
may span multiple availability containers, according to at
least some embodiments.

FIG. 13 is a flow diagram illustrating aspects of opera-
tions that may be performed to support management of
pooled resources at locations outside a provider network,
using a service implemented within the provider network,
according to at least some embodiments.

FIG. 14 is a flow diagram illustrating aspects of opera-
tions that may be performed to change activation states of
resources within resource pools, according to at least some
embodiments.

FIG. 15 is a block diagram illustrating an example com-
puting device that may be used in at least some embodi-
ments.

While embodiments are described herein by way of
example for several embodiments and illustrative drawings,
those skilled in the art will recognize that embodiments are
not limited to the embodiments or drawings described. It
should be understood, that the drawings and detailed
description thereto are not intended to limit embodiments to
the particular form disclosed, but on the contrary, the inten-
tion is to cover all modifications, equivalents and alterna-
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tives falling within the spirit and scope as defined by the
appended claims. The headings used herein are for organi-
zational purposes only and are not meant to be used to limit
the scope of the description or the claims. As used through-
out this application, the word “may” is used in a permissive
sense (i.e., meaning having the potential to), rather than the
mandatory sense (i.e., meaning must). Similarly, the words
“include,” “including,” and “includes” mean including, but
not limited to.

DETAILED DESCRIPTION

Various embodiments of methods and apparatus for using
programmatic control interfaces implemented at a provider
network to help manage client resources located on premises
outside the provider network are described. For example,
client-owned virtualization hosts at a client’s data center
may be managed using the same set of control interfaces
(e.g., web-based consoles or various types of application
programming interfaces (APIs)) that clients can use to
manage resources located at provider network data centers.
Such an approach may make it much easier for clients to
eventually transition applications to the provider network
infrastructure, should such a change be desired.

Networks set up by an entity such as a company or a
public sector organization to provide one or more network-
accessible services (such as various types of cloud-based
computing, storage or database services) accessible via the
Internet and/or other networks to a distributed set of clients
may be termed provider networks herein. In the remainder
of this document, the term “client”, when used as the source
or destination of a given communication, may refer to any
of the computing devices, processes, hardware modules or
software modules that are owned by, managed by, or allo-
cated to, an entity (such as an organization, a group with
multiple users or a single user) that is capable of accessing
and utilizing at least one network-accessible service of the
provider network. A given provider network may include
numerous data centers (which may be distributed across
different geographical regions) hosting various resource
pools, such as collections of physical and/or virtualized
computer servers, storage servers with one or more storage
devices each, networking equipment and the like, needed to
implement, configure and distribute the infrastructure and
services offered by the provider. A number of different
hardware and/or software components, some of which may
be instantiated or executed at different data centers or in
different geographical regions, may collectively be used to
implement each of the services in various embodiments.
Clients may interact with resources and services at the
provider network from devices located at client-owned or
client-managed premises or data centers external to the
provider network. The set of resources on client premises or
at external data centers may collectively be referred to as a
“client network” or “client-side resources” herein. It is noted
that not all the resources in a client network need be owned
by a client—e.g., a client may lease resources located at a
third party’s premises outside the provider network, and
such leased resources may also be considered part of the
client network.

Generally speaking, the network traffic flowing between
various components of the provider network and its clients
may be classified into two broad categories: data traffic and
control traffic. The data traffic may comprise network trans-
fers associated with client applications, such as transferring
contents of a web page from a web site instantiated at a
virtualized compute server within the provider network in
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response to an HTTP (HyperText Transfer Protocol) request
from a client device. The control traffic may comprise
network transfers associated with administrative tasks, such
as configuration change commands transmitted from a con-
troller device to a virtualization compute server, and the like.
For security, performance, and other reasons, the data traffic
and the control traffic may be kept logically isolated from
each other as much as possible in at least some implemen-
tations (although, as described below, in at least some cases,
network routes or links may be shared for both types of
traffic). Accordingly, at least a subset of the resources and
infrastructure components of a given provider network may
be grouped into two categories in some embodiments: a
“data plane” and a “control plane”, used respectively for the
flow of the data traffic and the flow of control traffic. Each
plane may comprise a number of different types of
resources, including for example networking devices such as
routers, gateways, switches, and the like, networking links,
storage devices and/or servers.

According to some embodiments, a provider network may
implement a private network service, enabling clients to
establish isolated virtual networks (IVNs) within the pro-
vider network. Such IVNs may be referred to in some
embodiments as “Virtual Private Clouds” or VPCs. At least
some of the network addresses configured for devices within
an IVN may not be exposed or advertised outside the IVN.
Clients may therefore be granted substantial flexibility
regarding network configuration settings within an IVN,
giving them similar levels of network-related administrative
control with respect to the IVN as they would have over
networks set up entirely within client-owned data centers. In
at least some embodiments, a client may be able to set up a
private gateway between a client network and an IVN,
and/or may be able to establish connectivity between client
premises and their IVNs using various types of secure
network protocols such as Virtual Private Network (VPN)
protocols and the like. In embodiments in which a client has
set up an IVN, data traffic may flow seamlessly and securely
between the client network and the IVN within the provider
network, and thus the data plane of the provider network
may be considered to be logically extended to the client
network or to client premises.

While data traffic flow may be eased by the use of [VNs,
at least in some cases clients may still have to use different
sets of control interfaces for the resources on client premises
than they use for managing resources within the provider
network. For example, a web-based management console
may be implemented to allow clients to request control
operations on provider network resources, such as instanti-
ating or stopping virtualized compute servers within an [IVN,
but a different set of interfaces may often be used to
instantiate and stop compute servers within client data
centers. Having to use two different sets of control interfaces
may lead to substantial training costs for the IT staffs of
client organizations, and may also result in greater reluc-
tance with respect to moving applications to the provider
network. Accordingly, in at least some embodiments, an
operator of a provider network may provide a solution for
extending aspects of the provider network control plane into
client networks, thereby allowing a common set of control
interfaces to be used to manage resources both within and
outside the provider network.

According to one such embodiment, a first set of pro-
grammatic interfaces may be implemented, enabling a client
to request control operations associated with resources of
one or more network-accessible services of the provider
network. In addition, a second set of programmatic inter-
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faces may be implemented, enabling a client to indicate, via
resource registration requests, client-side resources that are
to be made controllable via the first set of programmatic
interfaces. A resource registration request may, in such
embodiments, indicate one or more resources located at a
data center external to the provider network as candidate
targets for a category of control operation requests received
via the first set of programmatic interfaces. The category of
control operation requests may be associated with at least
some of the network-accessible services supported at the
provider network. Depending on the implementation, only a
subset of the categories of control operations permitted on
resources located within the provider network may be sup-
ported on the resources to be registered from the external
data center—for example, some types of security-related
control operations that rely on specific hardware or software
may only be supported within the provider network, or some
types of reconfiguration operations may only be supported
within the provider network. In some embodiments, com-
ponents of the provider network termed registration man-
agers may be responsible for receiving and responding to
resource registration requests.

When a resource registration request is received, indicat-
ing a particular resource located at an external (e.g., client-
owned) data center, in some embodiments one or more
capabilities of the particular resource may be verified, e.g.,
by communicating with one or more management software
stack components installed at the resource. For example, if
the particular resource comprises a virtualization host at
which one or more virtualized compute servers or instances
are to be set up, a registration manager may verify that the
virtualization management software stack at the particular
resource is capable of responding to the kinds of control
operation requests (such as requests to start or stop compute
instances) that are typically issued to initiate similar opera-
tions at provider network hosts. In addition to a verification
of compatibility with the programmatic control interfaces of
the provider network, other aspects of the resource may also
be verified (e.g., performance capabilities may be checked to
ensure that the resource can support desired workload levels,
security capabilities may be checked, and so on.) In some
embodiments, one or more modules of the virtualization
management software stack (e.g., hypervisor components,
or administrative operating system components) may have
to be installed at the client-side resource before the resource
can be registered for control via the provider network’s
control plane. The modules may be required for various
reasons, e.g., to ensure compatibility with the provider
network control interfaces, to allow resource monitoring in
a manner similar to the way provider network resources are
monitored, and so on. Installation of the modules may be
performed as a preliminary step by the client in some
embodiments, e.g., by downloading the appropriate instal-
lation packages from a provider network resource and
installing such packages prior to submitting the registration
request. In one implementation, the transmission of the
installable software may be initiated from the provider
network resource to a destination device in a client data
center, e.g., in response to a resource registration request. In
some embodiments, hardware and/or software vendors that
are partners of the provider network operator may bundle the
needed modules in their own hardware/software stacks, thus
relieving the clients from the burden of having to install the
modules later. Thus, in at least some embodiments, no
additional software installation steps may be needed for
client-side resources to be registered; i.e., the registration
candidates may come pre-installed with the necessary soft-
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ware stack components. In at least some cases, e.g., when
the client-side resource specified in the registration request
comprises a host or device from a partner vendor, the
verification of resource capabilities may not be required.
Modules installed in some embodiments at the client-side
resources to facilitate control operations made using the
provider network’s control plane interfaces may be referred
to as “control modules” or “control-plane modules”. As
described below in further detail, in some cases pools or
groups of resources located at facilities external to the data
center may be managed using the provider network’s control
interfaces without requiring control modules on each of the
group members—e.g., a single appliance configured with a
compatible control module may be usable to manage a pool
of client-side resources.

In at least some embodiments, a secure network connec-
tion may be established between the client-side resource and
an administrative resource located within a data center of the
provider network. In some embodiments in which capability
verification of the type described above is performed, such
a connection may be established as part of the verification
procedure, while in other embodiments the secure connec-
tion may be established independently of the verification
(e.g., either prior to or after the verification). If, for example,
control commands associated with service S1 are to be used
to manage the client-side resource, a controller node or some
other administrative component of S1 may be connected
securely to a control-plane module at the client-side
resource, using a protocol such as IPSec (Internet Protocol
Security), TLS (Transport Layer Security), or SSL (Secure
Sockets layer). In some embodiments, a proxy server at the
provider network may be used for the secure connections,
e.g., traffic between client-side resources and service admin-
istrative nodes of one or more provider network services
may be routed through an intermediary proxy. The secure
network connection may utilize one or more network links
and/or devices that are already configured for data traffic
flow between the provider network and the client network in
at least some embodiments—e.g., if the client had previ-
ously established an IVN, the network links in use for the
IVN data traffic may also be used for a virtual private
network (VPN) connection for control traffic.

In various embodiments, the establishment of the secure
connection may, in effect, extend at least a portion of the
control-plane of the provider network into the client net-
work. Subsequently, with respect to managing the registered
resources, clients may be able to submit control operation
requests using the same set of interfaces (e.g., consoles or
APIs) that can be used to manage similar resources instan-
tiated within the provider network’s data centers. Thus, for
example, in response to a particular client-submitted control
operation request belonging to a category of control opera-
tion requests for which control-plane modules have been
installed/verified at the client-side resources, a control com-
mand may be submitted from a service controller node
within the provider network to the appropriate client-side
resource via the secure network connection. From the per-
spective of administrative control, after the control plane has
been extended as described, the registered client-side
resources may appear to be indistinguishable from (or at
least very similar to) the resources that are resident within
the provider network.

In at least some embodiments, after clients register their
resources for control via provider network defined interfaces
as described above, moving applications from the client
premises to the provider network may become much easier.
For example, using the common control interface, a client
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may be able to quiesce or pause a virtualized resource (such
as a compute server running a portion of a client application)
at a client-side host, and re-instantiate the virtualized
resource at a different host within the provider network.

In addition, in some embodiments clients may be able to
use a configuration service implemented by the provider
network to set up complex, multi-layer applications using a
combination of client-side and provider network resources.
For example, a client may wish to set up a multi-tier web
application, comprising a set of web servers, a set of
application servers and a set of database servers. A script or
template specifying the various components may be sub-
mitted to a configuration service node at the provider
network, and the configuration service may submit the
needed configuration commands to bring up the various
servers making up the tiers. Using the control-plane exten-
sion approach described above, some of the servers (e.g.,
one or more of the database tier servers) indicated at the
script may be instantiated at client-side resources, while
others (e.g., one or more of the web servers or the applica-
tion servers) may be instantiated using provider network
resources.

Control-plane extensions similar to those described above
may be used for a variety of different services implemented
in the provider network in different embodiments. For
example, such approaches may be used to allow clients to
submit control commands for virtualized computing ser-
vices (e.g., to launch, quiesce, restart or stop virtualized
compute servers or “compute instances”), block-level vir-
tualized storage services that support virtualized volumes,
object storage services that expose unstructured storage
objects via web services APIs rather than block-level APIs,
database services, parallel processing services of various
kinds including batch parallel processing services, and the
like. In some embodiments, a given control module installed
at a client-side resource may be able to respond to admin-
istrative commands associated with several different pro-
vider network services, while in other embodiments, differ-
ent client-side modules may be needed for different services.
Similarly, in some embodiments, for each service, a respec-
tive secure connection may have to be established between
a service administrative resource on the provider network
end and a control module installed at a client data center,
while in other embodiments, a single secure connection may
be used for several different services. According to one
embodiment, at least some of the services for which control-
plane extension is implemented may not involve the use of
virtualization (and hence the resources registered for such
services may not require any virtualization software). In
some embodiments, control operations for services used for
managing pools of resources (e.g., pools of load balancers or
pools of cache devices) may also be implemented using
similar approaches, as described below in further detail.

In at least some embodiments, e.g., to enable support for
high availability, data durability and resiliency to failures,
the resources of a provide network may be arranged in a
plurality of provider-defined availability containers
(PDACs). A PDAC may comprise a portion or all of one or
more data centers in such embodiments, and may be engi-
neered in such a way as to prevent various types of failures
within a given availability container from impacting opera-
tions at other availability containers. Thus, for example, a
particular PDAC may comprise a set of hardware, software
and infrastructure components (such as power supplies,
power distribution units, cooling/heating equipment, net-
working equipment and the like) that has a failure profile
(e.g., a probability distribution over time of various types of
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faults or errors) that is not expected to be correlated with the
failure profile of a different PDAC. Each PDAC may itself
be designed to have very low failure rates, along with the
isolation characteristics that prevent cascading faults across
multiple PDACs. The implementation of numerous PDACs
capable of containing failures within their boundaries may
thus help support highly reliable and durable services—e.g.,
in one implementation, N replicas of the same database table
partition may be stored at each of N different PDACs so that
the partition remains accessible even if N-1 PDACs happen
to become unavailable at once, reducing the probability of a
complete outage to very near zero. In at least some embodi-
ments, the resources of a geographically distributed provider
network may be organized into a hierarchy of geographical
regions, with each region comprising some number of
PDACs, and each PDAC comprising part or all of one or
more data centers.

In some embodiments in which resource registrations for
control-plane extensions of the kinds described above are
supported, clients may be able to assign groups of registered
resources to client-defined availability containers (CDACs).
Thus, if a client has two data centers, to each of which the
provider network control plane associated with one or more
services has been extended, the collection of registered
resources within one data center may be designated as
members of a first CDAC, while the collection of resources
registered within the second data center may be designated
as members of a second CDAC. Clients may not need to
conform to the same availability and failure-containment
requirements for CDACs as the provider network does for
PDACs in at least some embodiments. Instead, in such
embodiments, clients may use the pre-existing resiliency
and fault-containment policies that they already use at their
data centers, or may define new requirements or policies for
their CDACs. When specifying where a particular resource
of a service is to be activated or configured, in some
embodiments clients may be able to indicate either a target
PDAC, a target CDAC, or allow the service to choose a
PDAC or CDAC. In contrast to PDACs, at least some of
which may include resources allocated to a plurality of
different client entities or organizations, a CDAC may be
dedicated for use by a single client entity or organization in
at least some embodiments. In other embodiments, multiple
client entities may share access to the same CDAC.

According to at least one embodiment, some of the
network-accessible services supported within a provider
network may be used for managing pools of resources rather
than just individual resources. For example, a flexible load
balancing service may be implemented in one embodiment,
which enables workload-based dynamic activation and
deactivation of members of a pool of load balancers asso-
ciated with one or more applications. Similarly, in another
embodiment, a distributed caching service may be imple-
mented, in which the number of caches instantiated may be
adjusted as needed. In one embodiment, in addition to or
instead of the registration-based control plane extension
techniques described above for individual -client-side
resources, additional levels of control plane extension may
be supported to allow specified pools of client-side resources
to be managed using control plane interfaces of the provider
network. As described below in further detail, the resources
of the client-side pools may not require any modifications
such as additional control modules to be installed in at least
some embodiments. Instead, in such embodiments, a dedi-
cated appliance set up within the client data center may host
control-plane modules securely connectable to administra-
tive nodes of the pooled-resource service within the provider



US 9,485,323 Bl

9

network, e.g., using VPNs or other techniques similar to
those described earlier. The appliance may serve as the
intermediary between the service administrative nodes on
one side, and the client-side resource pool members on the
other. From the perspective of the client in such embodi-
ments, pools of unmodified client-side resources may be
configured to be controllable using a provider network
service’s control commands. In some embodiments, as also
described below, at least some of the client-side pool mem-
bers may comprise registered resources that are already
controllable via an interface implemented for a different
provider network service. Thus, for example, a pool of N
load balancers located at a client data center may be con-
figured for control via a programmatic interface associated
with a load balancing service LBS, while at the same time,
at least some subset of the N load balancers may themselves
be implemented using compute instances configured for
control using programmatic interfaces of a virtualized com-
puting service VCS.

The network-accessible services implemented to help
clients manage pools of resources may be collectively be
termed pooled-resource services herein. Examples of
pooled-resource services in various embodiments may
include load balancing services, distributed caching ser-
vices, resource recruitment services (e.g., a service that
automatically scales the number of compute instances spun
up for a client’s application set as needed), security artifact
generation services (e.g., a service that produce encryption
keys, certificates and the like on demand using a collection
of specialized hardware or software security modules), net-
work address discovery services (e.g., a service that
responds to address resolution queries using a collection of
name server nodes), and distributed database services (in
which the number of active database instances may be
increased or decreased based on demand).

Activation and de-activation of pool members, e.g., based
on various criteria such as measured or anticipated work-
loads, client budget limits, and the like, may represent one
of the core functionalities of a pooled-resource service in
various embodiments. Clients of such services may be able
to submit, via one or more programmatic interfaces in some
embodiments, various types of configuration requests
including requests that lead to changes in the activation
status of pool members within the provider network. A
particular type of configuration request (which may be
termed a pool instantiation request or a pool extension
request, or more generally a pool management request) may
allow clients to also indicate client-side resources (i.e.,
resources located outside the provider network) whose acti-
vation status within a specified pool is to be managed by the
pooled-resource service. A secure network connection (e.g.,
using SSL, TLS, or IPSec) may be established from an
administrative resource of the pooled-resource service,
located within the provider network, to a control module
instantiated on behalf of the pooled-resource service at a
client-side location (e.g., in a client’s data center). Based on
resource activation criteria indicated by the client, various
client-side resources may be activated and deactivated by
the pooled-resource service. Clients may also indicate vari-
ous parameters for the resource pools using programmatic
interfaces in various embodiments, such as the minimum
and maximum number of pool members that can be acti-
vated or that can be made members, identification informa-
tion (e.g., network addresses) of the members, and so on.

In some implementations, as described above, a dedicated
appliance may be instantiated at the client-side location to
implement the extended control plane and manage resources
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of client-side resource pools. Control modules installed on
the appliance may considered software intermediaries
between control plane components in the provider network,
and pooled resources in the client network. Any appropriate
protocol may be used to activate, quiesce, shut-down, or
perform other configuration changes on client-side resources
in various embodiments, including for example, the Simple
Network Management Protocol (SNMP) or UDP (the User
Datagram Protocol). In some embodiments, communica-
tions between service administrative components (e.g., ser-
vice controllers located within the provider network) and the
appliance may be formatted in accordance with industry
standards such as JIMX (the Java™ Management Extensions
architecture). In other embodiments, such a dedicated appli-
ance may not be used; instead, control-plane modules com-
patible with the pooled-resource service may be installed on
at least some of the pool members themselves. In at least
some embodiments, a hybrid approach may be supported, in
which some of the client-side pool members may have the
control modules associated with one or more provider
network services installed, while others may not. In some
implementations, control modules associated with more than
one service (e.g., a load balancing service and a virtualized
computing service, or a database service, a caching service
and a storage service) may be installed on the same client-
side resource. In some embodiments, a pool of resources to
be managed using the control plane extension techniques
may include both client-side resources and provider network
resources, and the resource pools may thus cross data center
boundaries or availability container boundaries.

Example System Environment

FIG. 1 illustrates an example of a system 100 in which a
common set of control interfaces may be used to manage
resources at data centers within and outside a provider
network, according to at least some embodiments. As
shown, system 100 comprises various sets of resources
located within a provider network 101 and in an external
network 151 (e.g., a client-owned, client-managed, or third-
party network). The provider network may include a plu-
rality of provider-defined availability containers (PDACs)
102, such as PDAC 102A and 102B. Each PDAC may
comprise portions or all of one or more data centers, and the
infrastructure components (such as power, cooling, network-
ing, and security-related components) of each PDAC may be
engineered and isolated in such a way that the probability of
a failure within one PDAC affecting operations in other
PDACSs may be very low. That is, each PDAC may have its
own availability profile, independent of the availability
profile of other PDACs.

In the depicted embodiment, a set of common control-
plane interfaces 150 associated with one or more network-
accessible services of the provider network may be used by
clients 170 to submit control operation requests 190 (e.g.,
configuration/administration requests of various Kkinds)
directed at resources of the provider network. Various clients
170 may be granted administrative access to respective sets
of logical and/or physical resources (e.g., resource sets
110A, 110B, 110F or 110G) within the PDACs of the
provide network. Depending on the specific services being
implemented at a resource on behalf of a client, and the
client’s administrative permissions, each such client may
issue certain categories of control operation requests 190
directed to the resource via the common control-plane
interfaces 150. Within the provider network, the control
operation requests may be translated into control commands
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192, such as commands 192A and 192B. In some embodi-
ments, one or more network endpoints (e.g., a web-acces-
sible console, or a set of network addresses associated with
endpoint devices) may be exposed to receive control opera-
tion requests 190 from clients 170, and to provide responses
to such requests. The control plane of the provider network
may thus comprise such endpoints, other devices (not shown
in FIG. 1) that are dedicated to administrative operations or
configuration management within the provider network 101,
as well as the programmatic interfaces and network paths
used for control-related network transfers.

In the depicted embodiment, a client may be able to
request an extension of the provider network’s control plane,
e.g., by registering various resources located within an
external network 151 as candidates targets for at least some
categories of control operation requests received via com-
mon control-plane interfaces 150. For example, a client 170
may submit a resource registration request via a particular
programming interface to a registration manager 180, indi-
cating that the client 170 would like one or more resources
in a resource set 154 A to be configured as targets for control
operations of category C1 associated with a service S1 of the
provider network. Another resource registration request may
indicate resources of resource set 154B as potential targets
for control operations of category C2 of service S2. In some
implementations, multiple resource sets and multiple
requested categories of control operations (potential;;y asso-
ciated with several services) may be indicated in a single
resource registration request. In some embodiments, the
categories of control operation requests supported at a
resource at an external network 151 for a given service S1
may not overlap completely with the categories of control
operations supported at a resource within the provider
network 101—e.g., the hardware and/or software stack used
for the client-side resource may not be capable of perform-
ing all the types of configuration operations that are sup-
ported at the provider network resource. In other embodi-
ments, all the types of control operation requests that are
supported for provider network resources for a given service
may also be supported at registered resources outside the
provider network.

In at least some embodiments, control modules compat-
ible with the provider network services may have to be
installed (e.g., either on the registered resources themselves,
or on other devices/appliances within the external network
151) in order for the control commands to be implemented
correctly. For example, in the case of control commands
associated with a virtualized computing service, one or more
such control modules of a virtualization management soft-
ware stack (e.g., a hypervisor, or an operating system
instance designated for administrative tasks) may have to be
installed. In addition, in at least some implementations, a
secure network connection may have to be established
between a control module and an administrative resource
(e.g., a service controller) located within the provider net-
work 101. The functionality of the control module and the
secure network connection may have to be verified in order
for the registration to be considered complete in at least
some implementations. After the client-side resources have
been successfully registered by the registration manager
180, clients may submit control operation requests directed
to the registered resources via the interfaces 150, and
corresponding internal control commands 192C may be
directed to the client-side registered resources. It is noted
that although registration manager 180 is shown as a single
entity in FIG. 1, in various embodiments the functionality of
the registration manager may be implemented using a plu-
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rality of hardware and/or software components of the pro-
vider network, and that some of the components may be
located in different data centers or availability containers
than others.

In the depicted embodiment, in addition to registering
specified resources for the extended control plane of the
provider network, a client 170 may also request the desig-
nation of some collection of client-side resources as mem-
bers of an availability container. Thus, for example, regis-
tered resource sets 154A and 154B are designated as
members of client-defined availability container (CDAC)
152. Clients 170 may implement different availability con-
tainment and fault-resilience policies for CDACs than those
used by the provider network for PDACs in at least some
embodiments—e.g., clients may not be obligated to support
the same data durability or fault tolerance levels as are
supported by the provider network. In at least some embodi-
ments, for some types of control operations (such as requests
to launch compute instances associated with a virtualized
computing service), a target availability container may have
to be selected by the requester of the control operation (e.g.,
an availability container within which the compute instances
are to be launched). In some such embodiments, PDACs and
CDACs may be treated equivalently for such control opera-
tions—e.g., a client may be allowed to specify a target
PDAC 102 or a target CDAC 152, as desired. In some
embodiments, a given client 170 may be allowed to set up
multiple CDACs 152, each with its own availability profile
and policies.

The external network 151 may include both registered
resources sets (such as 154A and 154B) and unregistered
resource sets such as 158A and 158B in the depicted
embodiment. That is, for some client-side resources, con-
trol-plane interfaces 166 that are not necessarily supported
by the provider network, and hence may be termed “client-
specific” or “unshared” herein, may be used. To manage the
registered resources within external network 151, control
operation requests may be submitted using the common
control-plane interfaces 150, and to manage the unregistered
resources, client-specific control operation requests 195 may
be submitted via different control interfaces, such as client-
specific or unshared interfaces 166. The client-specific con-
trol operation requests 166 may be translated into control
commands 197 directed to the unregistered resources. Using
the hybrid approach illustrated in FIG. 1, clients 170 may be
able to obtain the benefits of using a common set of
provider-defined control interfaces for some subset of their
resources, while retaining the ability to manage another
subset of their resources using client-specific or unshared
control interfaces. Some clients may wish to use the unreg-
istered resource sets 154A and 154B for highly sensitive
applications, for example, until they are ready to attempt a
gradual transition to using the provider network for those
applications. The transition may involve implementing the
applications at a set of registered resources initially, and
ensuring that any problems encountered when using the
common set of control interfaces 150 are resolved, and then,
eventually, moving the applications to the provider network.
Shared Network Links for Data and Control

In at least some embodiments, a network path set up for
data transfers between a client data center and a provider
network may also be configurable for control-plane network
transfers, e.g., using a virtual private network (VPN) con-
nection set up for control traffic. That is, the same network
link or links may be shared for both data flow and control
flow between the provider network and a client-side data
center. FIG. 2 illustrates an example of a data flow path and
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a control flow path between a provider network data center
and an external data center, according to at least some
embodiments. An isolated virtual network (IVN) 221 has
been set up using a subset of provider network 101’s
resources on behalf of a client C1 in the depicted embodi-
ment. The provider network 101 may also include other
clients’ resources 225, some of which may not be included
within other IVNs. As described earlier, an IVN may be
logically isolated from other resources (including other
IVNs) of the provider network 101. Client C1 may perform
various types of networking-related configuration operations
within IVN 221, such as selecting IP address ranges, creat-
ing subnets, configuring routing tables and gateways, secu-
rity settings, and the like, with a similar level of flexibility
as would be possible on a network within the client’s own
facilities such as data center 240. A data flow path 266
between the IVN 221 and the client C1’s data center 240
may have been established. The data flow path 266 may
include a virtual private gateway 230 set up for C1’s traffic,
as well as a router 232 associated with the client data center
240. Data flow path 266 may include network links 231A
between IVN 221 and the virtual private gateway 230, links
234 between the virtual private gateway 230 and router 232,
and links 236A, 2368 and 236C within client data center
240 in the depicted embodiment.

Control operation requests transmitted by client C1 using
the provider network’s control interfaces may be handled by
various service control-plane nodes 205 in the depicted
embodiment. For example, control operations related to a
virtualized computing service may be handled by nodes 214,
control operations related to a storage service may be
handled by nodes 215, control operations related to pooled-
resource services such as load balancing service or a dis-
tributed caching service may be handled by nodes 213, and
control nodes related to a stack configuration service may be
handled by nodes 212. The control-plane nodes associated
with a given service may also be referred to herein as
“service controllers” or simply “controllers”. Additional
details regarding the stack configuration service and various
pooled-resource services are provided below.

Using the client-side resource registration capabilities
described earlier, client C1 may have registered several of
the resources at data center 240 as candidates for control via
the provider network 101’s control interfaces in the depicted
embodiment. As shown, a virtualized computing host 252, a
storage appliance 256, and a pooled-resource appliance 260
may each have been registered in the depicted example for
control via the interfaces used for corresponding services
implemented within the provider network. Each of the
registered resources in the depicted embodiment may have
a corresponding set of control plane modules (which may
also be referred to herein simply as control modules)
installed. For example, registered virtualized computing
host 252 may include control modules 254 (e.g., modules
incorporated within a virtualization management software
stack, or an operating system instance set up on the host for
administrative purposes), registered storage appliance 256
may include control modules 258, and registered pooled-
resource appliance 260 may include control modules 262. In
some embodiments, the control modules may be pre-in-
stalled by the vendors responsible for supplying the
resources to the client data center. In other embodiments, the
modules may be installed from the provider network—e.g.,
installation packages may be transmitted from the provider
network to the client network. A secure control flow path
268 may be established between the control plane nodes 205
located within the provider network 101 and the control-
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plane modules installed at the registered resources within the
client data center 240 in the depicted embodiment. Encryp-
tion-based protocols such as TLS, SSL or [PSec may be used
to secure the connections between the client-side control-
plane modules and the provider network. The control flow
path may include a secure proxy 210, such as an IPSec
proxy, in some embodiments. As shown, at least some of the
network links that are used for data flow path 266 (e.g., links
234, 236A, 236B and 236C) may also be shared by the
control flow path 268. At least in some embodiments, the
control traffic may be kept isolated from the data traffic using
any of various network isolation techniques, such as various
kinds of VPN protocols.

When client C1 wishes to register another resource (e.g.,
one of the currently unregistered resources 277) in the
embodiment depicted in FIG. 2, the registration manager
180 (not shown) may be responsible for verifying that the
resource has the appropriate control-plane modules, and for
establishing a secure connection between the control-plane
module on the client-side resource and the appropriate
service controllers in the provider network. If and when
client C1 wishes to un-register a resource in the depicted
embodiment, the registration manager 180 may terminate
the secure connection (unless it was being shared for control
traffic associated with other services) and in some cases the
control modules at the resource may be uninstalled.
Application Stacks Combining Client-Side and Provider
Network Resources

Once the control plane of the provider network has been
extended using the techniques described above, new types of
application configurations may become feasible. For
example, with respect to application hosting, the registered
resources at a client data center may be treated in a manner
very similar to the resources located within the provider
network. FIG. 3 illustrates an example configuration of a
multi-layer application that relies on a combination of
provider network resources and external resources, accord-
ing to at least some embodiments. As shown, clients 170
may submit application stack configuration scripts 366 to
control nodes 212 of a stack configuration service imple-
mented by the provider network. The stack configuration
service control node 212 may then perform the requested
configuration, by transmitting the required configuration
commands 388 to the resources indicated in the script.

In the depicted example, a client C1 has decided to
combine database resources located within data center 240,
with application server and web server resources located
within the provider network 101, into a single multi-layer
application. Accordingly, two database server hosts 352A
and 352B, at which for example instances of a database
management system may be instantiated, have been regis-
tered for the extended control plane of the provider network.
The database server hosts 352 may each have a respective
virtualization management stack 354, e.g., virtualization
management stack 354 A on database server host 352A, and
virtualization management stack 354B on database server
host 352B. In the depicted embodiment, the virtualization
management stacks on the registered database server hosts
may be referred to as “reduced” virtualization management
stacks, as they may not include all the components of the
virtualization management stacks that are installed at hosts
within the provider network. For example, in C1’s IVN 221
within the provider network, the application server host
322 A may have a complete virtualization management stack
314A installed, and the web server host 312A may have a
complete virtualization management stack 324 A installed. In
some embodiments, for example, the complete virtualization
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management stacks may include a variety of modules that
may not necessarily be useful within a client data center—
for example, billing-related modules that are used for deter-
mining usage-based billing amounts for provider network
resources and may therefore not be required in client net-
works, monitoring modules that may require interactions
with a monitoring service that is only implemented within
the provider network, and so on. In one implementation,
only the minimum set of modules necessary to perform the
categories of resource control operations for which the
client-side resources are registered may be deployed at the
client-side resources, thus reducing the installation space
and run-time resources needed for the client-side control-
plane modules. As noted previously, in at least some
embodiments hardware and/or software vendors may part-
ner with the provider network operator to pre-install the
required control-plane modules on the resources located
within client data centers.

After the script 366 is processed by the stack configura-
tion service nodes, and the corresponding configuration
commands 388 are successfully completed, the multi-layer
application may be made accessible to work requests from
users. From the perspective of the users as well as the client
C1, the fact that some of the resources used for the appli-
cation are located at a client data center, while others are
located in the provider network, may not be apparent. After
the application in its depicted configuration is run for a
while, in some embodiments client C1 may transition the
database instances to the provider network as well, e.g., by
quiescing the database instances at their client-side locations
and re-instantiating them at provider network resources.
Similar approaches may be taken with other client-side
resources as well, e.g., virtualized compute instances used
for other applications may be moved to registered hosts at
the client data center, and then eventually to hosts at the
provider network.

Registration Interactions

FIG. 4 illustrates examples of interactions between a
client and a registration manager 180 configured to register
client-specified resources as candidate targets for control
operations, according to at least some embodiments. As
shown, a client 170 may submit a registration request 411 to
registration manager 180. The registration request may
indicate a candidate resource list 413, as well as connectivity
information that can be used to establish the secure connec-
tion for the control path to the candidate resources. The
connectivity information may include, for example, an indi-
cation of an isolated virtual network that the client has
already established (whose data flow path may be sharable
by the control path), an identification of various network
devices such as gateways, routers and the like that can be
used for the control path, the specific protocols to be used for
the connection (e.g., SSL versus TLS versus IPSec), whether
a VPN is to be set up for the control traffic, and so on. For
each candidate resource, in some implementations the reg-
istration request may also indicate the specific provider
network services that are to be supported at that resource—
e.g., some resources may be designated as virtualization
hosts for compute instances, others for database manage-
ment server instances, others for block-storage volumes, and
SO on.

In response to the registration request 411, the registration
manager 180 may be responsible for verifying one or more
capabilities of control software modules at the registration
candidates in the depicted embodiment. For example, if the
candidate resources comprise virtualization hosts at which
compute instances are to be set up, the registration manager
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may need to determine whether the virtualization manage-
ment software stack installed at the hosts is capable of
instantiating compute instances with the desired properties
(e.g., the desired operating system versions, the desired
performance capabilities, and so on). Similarly, if one of the
resources is to be registered to perform activations/deacti-
vations for client-side pooled resources (as discussed in
greater detail below) using a protocol such as SNMP, the
registration manager 180 may need to ensure that the control
modules at such a resource are capable of submitting SNMP
messages in response to commands from the provider net-
work pooled-resource service controllers. Various other
capabilities (e.g., performance capabilities, security capa-
bilities and the like) and functions of control modules at the
registration candidates may need to be verified in different
embodiments, depending for example on the categories of
control operations that are to be supported at the registered
resources for various provider network services.

In the embodiment shown in FIG. 4, the registration
manager 180 may submit a verification request 415 to an
intermediary such as a capability verification manager 420.
The capability verification manager 420 in turn may execute
one or more tests 462 at the candidate resources 455, e.g., to
check whether the candidate resources are capable of per-
forming the desired functions in response to control com-
mands. Results of such tests 462 may be provided to the
registration manager 180 in the form of verification response
422. If the verification response is affirmative, e.g., if the
candidate resources 455 are found to be capable of perform-
ing the desired functions, the registration manager 180 may
send a registration acknowledgement 470 to the client,
indicating that the candidate resources have been success-
fully registered. In some embodiments, an intermediary
between the registration manager 180 and the candidate
resources 455 may not be required, and any verification-
related operations may be performed by the registration
manager 180 itself. In some embodiments, no verification of
resource capabilities may be required, and the registration
manager 180 may register the candidates indicated in the
registration request without further checking or analysis.

After the resources have been registered, the clients may
manage the registered resources using control operation
requests sent via control interfaces of the provider network.
For example, compute instances may be set up on client-side
registered resources, storage volumes may be set up on
client-side storage devices, pools of client-side load balanc-
ers may be assigned to applications, activated or deactivated
in response to changing workloads, and so on. In some
embodiments, clients 170 may unregister client-side
resources (i.e., disable the capability of controlling previ-
ously registered resources via provider network control
interfaces). In the depicted embodiment, for example, an
un-registration request 481 identifying a list of resources
483 to be unregistered may be sent to the registration
manager 180. In response, the registration manager 180 may
close the secure connections set up for the identified
resources, and send an un-registration acknowledgement
485 back to the client. In some implementations, one or
more control modules may be uninstalled at the unregistered
resources. As mentioned earlier, in at least some embodi-
ments the registration manager 180 may comprise a plurality
of hardware and/or software components.

Methods for Extending Provider Network Service Control-
Planes

FIG. 5 is a flow diagram illustrating aspects of operations
that may be performed to implement resource control at
client data centers via provider-defined control interfaces,
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according to at least some embodiments. As shown in
element 501, a provider network may implement a set of
programmatic control interfaces, such as APIs, web-based
consoles, command-line tools, or graphical user interfaces,
that enable clients to submit (and receive response t0)
control operation requests directed at provider network
resources at which various network-accessible services are
implemented.

A set of registration interfaces may also be implemented,
enabling clients to indicate candidate resources that are to be
managed using the control interfaces of the provider net-
work (element 504), e.g., by logically extending the control
plane of the provider network into client data centers. A
client may submit a resource registration request via the
registration interfaces e.g., to a registration manager 180,
indicating a set of resources and the categories of control
operations associated with one or more services for which
the resources are to be registered. Such a registration request
may be received, indicating that a given resource R at a
location external to the provider network is to be registered
for a particular service S (i.e., that control operation requests
associated with service S, submitted via the control inter-
faces of the provider network, are to result in commands
being transmitted to R) (element 507). Various different
types of resources may be candidates for registration in
different embodiments, such as hosts at which compute
instances of a virtualized computing service or database
instances of a distributed database service may be launched,
storage devices at which block-level volumes or other types
of storage objects may be created, and so on.

In response to the registration request, the registration
manager may verify that the resource R is capable of
performing the required functionality associated with ser-
vice S in the depicted embodiment (element 510). In some
cases, tests may be run at the candidate resources to verify
the functionality, e.g., by the registration manager or by an
intermediary acting on behalf of the registration manager. If
the candidate resources are found acceptable, they may be
registered as requested. Subsequently, when a control opera-
tion request directed to R is received via a control interface
of the provider network, e.g., via a console or an API
invocation directed to a control endpoint of the provider
network, a corresponding control command may be submit-
ted to R (element 514). In some implementations, verifica-
tion of resource R’s capabilities may not be necessary, e.g.,
if all the candidate resources have identical capabilities and
there is thus no ambiguity regarding the functionality sup-
ported by any given resource.

As described earlier in the context of FIG. 2, in some
embodiments network links or paths may be shared for data
and control. FIG. 6 is a flow diagram illustrating aspects of
operations that may be performed to use, for control opera-
tions, a previously-configured data route between client-
premise resources and provider network resources, accord-
ing to at least some embodiments. As shown in element 601,
a dedicated data route may first be established in the
depicted embodiment between (a) an isolated virtual net-
work (IVN) established using provider network resources on
the client’s behalf and (b) some set of client resources at a
data center external to the provider network. The data route
may, for example, involve establishing connectivity using
one or more network links between a router configured for
the external resources, and a provider network gateway
(such as a virtual private gateway set up on behalf of the
client) configured for the IVN.

At some point after the data route is set up, the client may
wish to extend the provider network’s control plane func-
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tionality into the external data center. Accordingly, the client
may submit a registration request, indicating that one or
more resources located at the external data center are to be
registered for control via the provider network’s control
interfaces, endpoints or other resources associated with the
provider network control plane (element 604). In the
depicted embodiment, a secure control-plane virtual con-
nection (such as a VPN connection) may be established
between an administrative or control node of the provider
network (associated with one or more network-accessible
services of the provider network, and located within the
provider network) and one or more control modules installed
within the external data center (e.g., at the registered
resources themselves, or on devices linked via network
connections to the registered resources). As indicated in
element 607, at least one network link that was being used
for the data route may be re-used for the secure control-plane
virtual connection. Any appropriate secure networking pro-
tocol may be used for securing the connection, such as TLS,
SSL, or IPSec. In some embodiments, as illustrated in FIG.
2, a proxy may be used on the provider network side, e.g.,
between the service controllers and the gateway.

After the resources have been registered, and the secure
connection has been established, control commands to the
registered resources may be issued from the administrative
resources within the data center using the secure connection
(element 610), e.g., in response to control operation requests
issued by clients. It is noted that at least in some embodi-
ments, the sharing of network links, routes, or other net-
working resources for data and control purposes need not
require that the data route be set up first as illustrated in FI1G.
6. Instead, in some such embodiments, it may be the case
that the secure control-plane connection is established first,
and that a data route is established later. In at least one
embodiment, an IVN need not be set up for network links or
paths to be shared for data and control traffic. The data traffic
may be isolated from the control traffic using any desired
mechanisms in various embodiments.

A described earlier, in at least some embodiments, a
provider network may implement an application stack con-
figuration service, and such a service may be used to
configure applications that utilize a mix of provider network
resources as well as client-side resources in at least some
embodiments. FIG. 7 is a flow diagram illustrating aspects
of operations that may be performed to configure an appli-
cation using a combination of provider network resources
and external resources, according to at least some embodi-
ments. As shown in element 701, a set of programmatic
interfaces (such as APIs, command-line tools, web-based
interfaces, or graphical user interfaces) may be implemented
to enable clients to submit application stack configuration
requests to control-plane resources of the provider network
such as control nodes of the stack configuration service. The
stack configuration requests may include, for example,
scripts or templates describing configuration requirements
of various components of a multi-layer application, such as
the types and numbers of compute resources needed, the
amount and type of physical storage resources to be con-
figured for the components, and so on.

A particular application stack configuration request may
be received via one of the programmatic interfaces (element
704), indicating that a given application is to utilize at least
one resource within a provider network data center or
availability container, and at least one resource located
outside the provider network (e.g., at a client data center or
a client-defined availability container) and registered to
receive control commands via the provider network’s con-
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trol plane. In response to such a request, the application
stack configuration service may transmit the corresponding
sets of configuration commands to the appropriate resources
within and outside the provider network (element 707).
After the configuration commands complete, in at least some
embodiments the functionality and connectivity between the
components of the application may be verified (element
710), and an indication such as an “application configuration
complete” message may be provided to inform the client that
the application has been successfully configured. If one or
more of the configuration commands fail, in some imple-
mentations any remaining portions of the application stack
that were successfully configured may be un-configured, and
the client may be informed accordingly.

After a client has registered client-side resources running
a given application using the control-plane extensions
described herein, and has gained some experience using the
provider network’s control interfaces, at some point the
client may wish to transition to using provider network
resources. In some cases, the ability to seamlessly pause and
restart virtualized resources, supported by various network-
accessible services of the provider network, may be used for
such transitions. FIG. 8 is a flow diagram illustrating aspects
of operations that may be performed to quiesce virtualized
resources at a data center external to the provider network,
and re-instantiate the resources within the provider network,
according to at least some embodiments. As shown in
element 801, a request may be received via a provider
network control-plane endpoint (such as an administrative
console associated with a virtualized computing service) to
quiesce (e.g., save the state of, and pause the execution of)
a virtualized resource instance RI1 that is currently instan-
tiated at a registered client-side resource. One or more
control commands may then be issued, e.g., to a module of
a virtualization management software stack running at the
registered resource via a secure connection, to save RI1’s
state information and quiesce RI1’s current execution (ele-
ment 804).

A request to re-instantiate the quiesced instance RI1 at a
host within the provider network may be received at the
endpoint (element 807). A virtualization host located at a
data center of the provider network may be identified, and
the saved state information may be transmitted to the
virtualization host (element 810). Using the state informa-
tion, RI1 may be launched at the virtualization host within
the provider network (element 813). For the perspective of
the client, the application now being executed using RI1
within the provider network may appear to be largely or
fully indistinguishable from the application that was earlier
being run using RI1 instantiated within the external data
center.

Managing Pooled Client-Side Resources Using Provider-
Defined Control Interfaces

In some embodiments, the control plane of a provider
network may be extended at several logical or hierarchical
levels into the infrastructure at external data centers. For
example, at one level, individual registered resources (such
as virtualization hosts or storage devices) of the external
data centers may be controlled from provider-defined inter-
faces, e.g., using modules included within the virtualization
management stacks at the individual resources. At another
level, a hierarchy of groups or pools of resources at the
external data center may be controlled from a single appli-
ance or device at which control modules compatible with the
provider network interfaces are installed, without necessar-
ily requiring the grouped resources themselves to have any
additional modules installed. For example, in one embodi-
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ment in which a load balancing service is supported by the
provider network, an external data center may include a pool
of virtual or physical load balancers that can be managed
using an appliance located within the external data center
and connected to the load balancing service via a secure
connection. Commands may be sent from service controllers
located within the provider network to the appliance via the
secure connection in response to client requests received via
programmatic interfaces of the load balancing service. The
appliance may, for example, activate more load balancers
assigned to a given client-side application as the applica-
tion’s workload increases, deactivate or reassign some load
balancers if the workload decreases, and so on. The com-
mands issued by the appliance to the pooled resources may
use industry standard protocols in at least some embodi-
ments, such as SNMP, so that no modifications need be made
at the pooled resources themselves to accommodate the
control plane extensions of the provider network. Similar
appliances or devices may be set up for other types of
pooled-resource services as well, such as distributed cache
services, distributed database services, network address dis-
covery services, and the like. In some embodiments, com-
munications between service administrative components
(e.g., service controllers) located within the provider net-
work and the appliances may be formatted in accordance
with industry standards such as JMX (the Java™ Manage-
ment Extensions architecture).

FIG. 9 illustrates an example of a system in which a
provider network service (in this case, a load balancing
service) is configured to manage resource pools that include
resources at external data centers, according to at least some
embodiments. Entities at two data centers are shown: a
provider network data center 990, and an external (e.g.,
client-owned) data center 992. Within the provider network,
a load balancer pool 922A comprising a plurality of virtual
or physical load balancers 905 (e.g., load balancers 905A,
905B and 905G) is managed with the help of a controller
902 of the load balancing service in the depicted embodi-
ment. At any given point in time, some of the load balancers
of pool 922 A may be in an activated state, e.g., assigned to
distribute client workload for a particular application imple-
mented at compute instances of load-balanced instance pool
920 in accordance with some set of load balancing criteria
or policies. Thus, load balancers 905A and 905B have been
activated to distribute workload requests 925A (correspond-
ing to requests 983 A received via data-plane interfaces 919A
from clients 170) among the compute instances 910A, 9108,
910C and 910D instantiated at virtualization hosts 930A and
930B of load-balanced instance pool 920. Other load bal-
ancers of pool 922A, such as load balancer 905G, may be in
a dormant state (e.g., unassigned to an application). Control
commands 984 A may be issued by controller 902 to manage
various aspects of the load balancer pool 922A, such as
changing the activation state of individual load balancers
905 from active to dormant or vice-versa, reassigning load
balancers among different applications, or changing the
number of load balancers in the pool 922A.

In the embodiment depicted in FIG. 9, a secure network
connection has been established between the load balance
service controller 902, and a control module 977 installed at
an appliance 975 located in the external data center 992. In
some cases an appliance 975 may be dedicated to a single
provider network service, e.g., different appliances may be
required for different services. In at least one embodiment,
a client may indicate a host in the client network that is to
serve as the appliance 975 for a service, and the appropriate
control modules 977 may be installed thereon, e.g., using
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packages obtained from the provider network or transmitted
by service controllers of the provider network. The client
data center includes another load balancer pool 922B with a
plurality of virtual or physical client load balancers (CLBs)
906 that may be configurable to balance the workload
directed to some set of client applications. For example,
clients 170 may submit work requests 983B directed to one
or more applications implemented with the help of client-
defined resources (CDRs) 911A, 911B, 911R and 911S
instantiated at hosts 926A and 926B. The client-submitted
work requests may be distributed (as indicated by arrows
925B) among the CDRs 911 by a subset of load balancers
906 (e.g., 906A and 906B) that have been activated as a
result of commands 984B issued by appliance 975 at the
direction of controller 902. The load balancer pool 922B
may also include some dormant or unassigned client load
balancers at a given point in time, such as CLB 906Q.

In the embodiment depicted in FIG. 9, clients 170 may
submit control operation requests 987 of various kinds (e.g.,
requests specifying the set of client-side load balancers to be
managed, or requests specifying the set of provider network
load balancers to be managed) directed to the load balancing
service via a common set of control plane interfaces 150.
The load balance service controller 902 may generate com-
mands corresponding to the client operation requests 987.
Depending on the nature and targets of the client requests
987, some of the controller commands may be directed
within the provider network (e.g., commands 984A), while
others may be directed to the external data center (e.g.,
commands 981 directed to appliance 975, which in turn
transmits commands 984B to the client-side load balancer
pool members. It is noted that the load balancers themselves
may not necessarily use the same techniques (or the same
types of hardware or software) within the external network
as are used for load balancers within the provider network.
Thus, for example, a given client may prefer to use hardware
load balancers 906 produced by vendor V1, while the
provider network’s load balancing service may utilize a
different type of load balancer 905, produced by vendor V2
or custom-implemented for the provider network. The types
of commands issued to load balancers 905 inside the pro-
vider network may differ from those issued to load balancers
906 outside the provider network, e.g., a different protocol
may be used, or a different set of policies may be used.

In at least some embodiments, clients may register indi-
vidual client-side resources to be controlled via one set of
provider network control interfaces, as well as pools of
client-side resources to be controlled via another set of
provider network control interfaces. For example, in the
embodiment shown in FIG. 9, some or all of the CDRs 911
may themselves be registered for control via interfaces
associated with the provider network’s virtualized comput-
ing service, while the appliance 975 and/or client load
balancers 906 may be registered for control via interfaces
associated with the provider network’s load balancing ser-
vice.

In different embodiments, respective sets of program-
matic control interfaces may be implemented for various
types of pooled-resource services that have been set up in the
provider network to manage activation status of resources
(e.g., whether a given load balancer, cache instance, or
database instance is activated or dormant, and if it is
activated, to which particular client or application it is
assigned). Clients may submit configuration requests to the
pooled-resource services via such interfaces, and the client
requests may be translated into the appropriate commands
by service administrative resources similar to controllers
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902. Clients may submit pool management requests using
the programmatic interface(s) in at least some embodiments,
indicating one or more resources (either within the provider
network or at a location outside the provider network) whose
activation status within a particular pool is to be managed by
the corresponding service. For example, a pool management
request in one implementation may indicate a pool identifier
(e.g., “Application A load balance pool”), a set of clients-
side resources that are already members, or are to be made
members of the pool, (e.g., “:LB3405A.domainname.com
(IP address A.B.C.1)”, “:L.B3405B.domainname.com (IP
address A.B.C.5), . . . ”, and optionally parameters such as
resource activation/deactivation criteria, a maximum pool
size, a minimum pool size, or minimum and maximum
constraints on the number of resources of the pool that are
activated at any given time. A secure network connection
may be established from the controller or a similar admin-
istrative resource of the service, located within the provider
network, to a control module (such as module 977) instan-
tiated on behalf of the service at the data center external to
the provider network, in effect extending the control plane
for the service.

In at least some embodiments, in accordance with at least
one resource activation criterion indicated in a pool man-
agement request, some number of resources (either the
client-side resources, or the provider network resources)
may be activated via the control module to respond to one
or more types of work requests, such as client work requests
983. Depending on the specific service, different types of
criteria governing resource activation status changes may be
specified by clients. For example, in the case of a load
balancing service, a client may wish to have new load
balancers activated when the existing load balancers” CPU
utilization level exceeds X % for some time period T, and the
client may wish to deactivate load balancers if the average
CPU utilization level remains below y % for some time
period. Similarly, for a distributed caching service, addi-
tional caches may be activated, or the sizes of existing cache
instances may be increased, if the cache miss rate of an
application exceeds a threshold, or if the I/O workload at
some set of backing storage devices of the caches increases
beyond a threshold. Other service-specific activation status
change criteria may be used for various pooled-resource
services, such as network address discovery services (whose
resources may provide similar functionality as DNS nodes),
automated resource recruitment services (e.g., services that
automatically add compute or storage instances to an appli-
cation as needed, depending on measured or anticipated
workload levels), distributed database services (in which
new database instances may be spun up based on specified
activation criteria), or services whose nodes are designed to
generate security artifacts such as cryptographic keys or
certificates as needed. In at least one embodiment, in addi-
tion to or instead of activation status changes for resources
that have already been configured as pool members, the
client may issue control operation requests to enlarge or
shrink a specified pool, e.g., by requesting additional hosts
from other entities or services of the client network or the
provider network, or by re-assigning existing pool members
to other tasks. In making adjustments to pool size in such
embodiments, the client-side control module may be
required to conform to previously-specified pool size con-
straints (if any) such as a maximum or minimum pool size
limit.

FIGS. 10a and 105 respectively illustrate two alternatives
for control flow that can be used for pooled-resource ser-
vices whose control planes are extended from provider
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networks into external data centers, according to at least
some embodiments. In one approach, as shown in FIG. 10a
(and also in FIG. 9), secure connections (e.g., using SSL,
TLS, IPSec or any other appropriate protocol) may be made
between a pooled-resource service controller 1002 at a
provider network data center 990 and a control module 977
at a dedicated appliance 975 located in an external data
center 951. Common network links 1056 may be shared for
data traffic and control traffic in the embodiment depicted in
FIG. 10a. A data-flow path 1051 between provider network
resource pools 1018 (e.g., resource pools within an isolated
virtual network set up for a client, similar to the IVN 221
illustrated in FIG. 2) and client-side resource pools 1028
may be established, with at least a portion of the data traffic
flowing over network links 1056 through which control
traffic also flows. The control traffic may be isolated from the
data traffic using a VPN, for example. Within the client data
center 992, the appliance 975 may serve as the intermediary
between the service controller 1002 and the client-side
resource pools, e.g., receiving instructions from the control-
ler 1002 and translating them into commands 1066 that are
understood by the members of the client-side pools. In the
approach illustrated in FIG. 10a, no additional modules need
be installed or included at the resources within client-side
resource pools 1028.

A different approach to extending the provider network
control plane is illustrated in FIG. 105. Here, respective
control modules 977A and 977B are installed or configured
at the pool resources 1011A and 1011B, and as a result the
pooled resource service controller 1002 may not need an
intermediary such as appliance 975. Instead, the controller
1002 may communicate directly with the modules 977A and
977B at the pool resources. Once again, as in the case of
FIG. 10a, common network links 1056 may be used for both
data traffic and control traffic in the depicted embodiment. In
some embodiments, a given client may wish to use the
programmatic control interfaces of each of several pooled-
resource services within the same external data center, and
each such service may require at least one dedicated appli-
ance located in the client data center if the approach illus-
trated in FIG. 10q is used. To avoid the expense of the
appliances, in some embodiments a client may opt for the
alternative approach shown in FIG. 105, which has its own
overhead of installing/configuring the control modules 977
but does not require dedicated appliances. In some embodi-
ments, a single appliance may be shared for more than one
pooled-resource service. In at least one embodiment, a
hybrid approach combining aspects of both GIG. 10a and
105 may be used, in which some pooled resources have
control modules 977 and an appliance is used for another
subset of pooled resources.

Resource Pool Examples

As noted earlier, in at least some embodiments, some of
the resources within the client-side pools that are managed
using provider network control interfaces may themselves
be registered for control via another set of provider network
control interfaces. As a result, client-side resource pools may
themselves comprise some combination of registered and
unregistered members in such embodiments. FIG. 11 illus-
trate examples of types of resource pools 1028 at a data
center external to a provider network, according to at least
some embodiments. As shown, client-side resource pool
1028A comprises resources 1152A and 152B, which are
each registered for control interfaces associated with a
service S1, and each of which comprise a respective control
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module 1177 associated with S1, and is thus able to imple-
ment commands formatted in accordance with a program-
matic control interface of S1. For example, in some embodi-
ments resources 1152A and 1152B may each comprise a
virtualization host, S1 may be a virtualized computing
service, and modules 1177A and 1177B may respectively
comprise elements of a virtualization management software
stack. Control module 977 associated with pooled resource
service S2 (such as a load balancing service) may be
configured to transmit control/configuration commands
1156 (such as activation/passivation commands) to regis-
tered resources 1152A and 1152B.

While some of the client-side resource pools such as pool
1028A may be comprised entirely of registered resources,
other client-side resource pools such as 1028B may com-
prise unregistered resources such as 1162A and 1162B,
which may not have any control modules associated with
service S1 (or any other service of the provider network).
Such unregistered resources may be unable to implement
commands formatted in accordance with a programmatic
control interface of a provider network service. A third
category of resource pools may comprise both registered
resources (such as resource 1152K with S1 control module
1177K) and unregistered resources (such as resource
1162M). In some cases, a given pooled resource may
comprise control modules of several services, and thereby be
registered to receive control commands associated with each
of the services. Control module 977 associated with pooled-
resource service S2 may be configured to communicate
equally effectively with both registered and unregistered
pooled resources in the depicted embodiment.

FIG. 12 illustrate examples of pool configurations that
may span multiple availability containers, according to at
least some embodiments. As shown, provider network 101
comprises provider-defined availability containers (PDACs)
102A and 102B, while client network 151 comprises client-
defined availability containers 152A and 152B in the
depicted embodiment. An appliance 975 may be configured
to respond to client-submitted control operation requests by
submitting corresponding control commands (such as
resource activation and deactivation commands) to pooled
resources. A number of different types of resource pools may
be configured and managed with the help of appliance 975
in the depicted embodiment. For example, some pools such
as pool 1202A may comprise resources located in the client
network 151 (such as resource set 1220A in CDAC 152A)
as well as resources located in the provider network 101
(such as resource set 110F in PDAC 102B). Pools such as
1202B may comprise resources within more than one PDAC
(e.g., resource sets 110B and 110G in PDACs 102A and
102B). Pool 1202C may comprise resource set 110C which
is confined to a given PDAC, and pools 1202E and 1202F
may comprise respective resource sets 1220C and 1220M
within CDACs 152A and 152B. Some resource pools con-
trolled via appliance 975, such as pool 1202D, may include
respective resource sets at more than one CDAC (such as
resource sets 1220B and 1220L at CDACs 152A and 152B
respectively.) In the depicted embodiment, pooled resources
managed with the help of control modules added to an
appliance may reside in any combination of availability
containers or data centers, independently of the location of
the appliance itself, as long as the types of secure connec-
tions described above for control traffic can be established.
Methods for Controlling Client-Side Pooled Resources

FIG. 13 is a flow diagram illustrating aspects of opera-
tions that may be performed to support management of
pooled resources at locations outside a provider network,
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using a service implemented within the provider network,
according to at least some embodiments. As shown in
element 1301, a set of programmatic interfaces enabling
clients to submit configuration requests to network-acces-
sible services established at a provider network to manage
pooled resources (e.g., to manage activation/passivation of
resources within a pool, and/or to add/remove resources
from a pool) may be implemented. Examples of such
services may include, for example, load balancing services,
distributed caching services, distributed databases, network
address discovery services, and the like.

A pool management request that indicates a set of
resources whose status within a specified pool is to be
managed by the service may be received (element 1304). At
least one of the resources may be located at a data center
external to the provider network (e.g., at a client-owned data
center) in the depicted embodiment. The pool management
request may also include various criteria or rules to be used
to change the activation status of the resources, e.g., the
types of performance metrics to be tracked to determine
when additional resources are to be activated, and the
specific values of the metrics that are to serve as triggers for
state changes.

A secure network connection may be established between
an administrative component of the service, such as a service
controller node located within the provider network, and a
control module located in the external data center (e.g., at an
appliance dedicated to the service, or on one or more of the
pooled resources) may be established (element 1307). Any
appropriate protocol or protocols may be used to secure the
connection, such as SSL., TLS, or IPSec. The secure network
connection may use network resources such as one or more
links that are also used for data traffic between the provider
network and the external data center in some embodiments.
The control module may have been preinstalled on the
appliance or on other devices, e.g., by partner vendors of the
provider network operator, or may be installed as needed by
transferring installation packages from the provider net-
work. Based on criteria indicated by the pool management
request, the appropriate configuration commands (e.g., acti-
vation commands) may be transmitted from the administra-
tive component via the control module(s) to selected
resources of the pool that are located in the external data
center (element 1310). The configuration commands may be
formatted in accordance with any of various standards-based
protocols in some embodiments, such as SNMP.

FIG. 14 is a flow diagram illustrating aspects of opera-
tions that may be performed to change activation states of
resources within resource pools, according to at least some
embodiments. As shown in element 1401, a set of sources
for metrics to be used to activate/deactivate resources within
a pool that includes provider network resources at one or
more PDACs and/or client-owned resources at one or more
CDACs may be identified. Such sources may include, for
example, performance monitors or tools located at the
resources themselves, tools that monitor application behav-
ior and responsiveness remotely, and/or logs of various
types. The identified metrics may be collected from the
sources for a period of time (element 1404).

A decision may be made, using the metrics, as to whether
any changes are to be made to the activation status of some
or all of the pool resources, e.g., whether one or more
resources are to be activated, deactivated, or reassigned. If
such activation state changes are to be performed (as deter-
mined in element 1407), the specific resources to be targeted
for state changes may be identified (element 1410). The
appropriate configuration commands may be transmitted to
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the target resources, e.g., from a control module installed at
a device external to the provider network (element 1413). In
addition, in some embodiments the set of resources to be
monitored for the next time interval may be modified. The
monitoring for the next time period may then begin, and
operations corresponding to elements 1404 onwards may be
repeated. If no activation state changes are deemed neces-
sary (as also determined in element 1407), operations cor-
responding to elements 1404 onwards may also be repeated
for the next time interval.

It is noted that in various embodiments, operations other
than those illustrated in the flow diagrams of FIGS. 5, 6, 7,
8, 13 and 14 may be implemented to support control plane
extensions from the provider network to external networks,
and that some of the operations shown may not be imple-
mented, or may be implemented in a different order or in
parallel rather than sequentially.

Use Cases

The techniques described above, of extending the reach of
programmatic control interfaces of a provider network to
cover resources located in client-side locations external to
the provider network may be beneficial in a number of
scenarios. For example, even though the popularity of
cloud-based applications has grown, many enterprise appli-
cations continue to be restricted to client-side resources, due
at least in part on the lack of experience of the enterprise IT
staffs with respect to cloud operations. Enabling the IT staff
to continue to run their applications within their own data
centers, while using control interfaces supported by the
provider network, may help overcome the reluctance of the
staff to try more complete cloud-based applications. Many
services built over time in the provider network in response
to client demands, such as application stack configuration
automation services, may also reduce the complexity of
application management for client-side applications. The
ability to transparently manage pooled resources regardless
of'location may allow applications to be scaled effectively as
workload levels increase. Simplified techniques for trans-
ferring applications to provider network resources (e.g., by
quiescing instances running on the client-side, and re-in-
stantiating them within the provider network) may also
lower IT costs at low risk.

Tlustrative Computer System

In at least some embodiments, a server that implements a
portion or all of one or more of the technologies described
herein, including the techniques to implement registration
managers, registered and unregistered resources, adminis-
trative nodes such as controllers and appliances associated
with various provider network services, and other elements
of the control paths and the data paths, may include a
general-purpose computer system that includes or is config-
ured to access one or more computer-accessible media. FI1G.
15 illustrates such a general-purpose computing device
3000. In the illustrated embodiment, computing device 3000
includes one or more processors 3010 coupled to a system
memory 3020 via an input/output (I/O) interface 3030.
Computing device 3000 further includes a network interface
3040 coupled to I/O interface 3030.

In various embodiments, computing device 3000 may be
a uniprocessor system including one processor 3010, or a
multiprocessor system including several processors 3010
(e.g., two, four, eight, or another suitable number). Proces-
sors 3010 may be any suitable processors capable of execut-
ing instructions. For example, in various embodiments,
processors 3010 may be general-purpose or embedded pro-
cessors implementing any of a variety of instruction set
architectures (ISAs), such as the x86, PowerPC, SPARC, or
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MIPS ISAs, or any other suitable ISA. In multiprocessor
systems, each of processors 3010 may commonly, but not
necessarily, implement the same ISA. In some implemen-
tations, graphics processing units (GPUs) may be used
instead of, or in addition to, conventional processors.

System memory 3020 may be configured to store instruc-
tions and data accessible by processor(s) 3010. In various
embodiments, system memory 3020 may be implemented
using any suitable memory technology, such as static ran-
dom access memory (SRAM), synchronous dynamic RAM
(SDRAM), nonvolatile/Flash-type memory, or any other
type of memory. In the illustrated embodiment, program
instructions and data implementing one or more desired
functions, such as those methods, techniques, and data
described above, are shown stored within system memory
3020 as code 3025 and data 3026.

In one embodiment, I/O interface 3030 may be configured
to coordinate /O traffic between processor 3010, system
memory 3020, and any peripheral devices in the device,
including network interface 3040 or other peripheral inter-
faces such as various types of persistent and/or volatile
storage devices used to store physical replicas of data object
partitions. In some embodiments, I/O interface 3030 may
perform any necessary protocol, timing or other data trans-
formations to convert data signals from one component
(e.g., system memory 3020) into a format suitable for use by
another component (e.g., processor 3010). In some embodi-
ments, 1/O interface 3030 may include support for devices
attached through various types of peripheral buses, such as
a variant of the Peripheral Component Interconnect (PCI)
bus standard or the Universal Serial Bus (USB) standard, for
example. In some embodiments, the function of I/O inter-
face 3030 may be split into two or more separate compo-
nents, such as a north bridge and a south bridge, for example.
Also, in some embodiments some or all of the functionality
of I/O interface 3030, such as an interface to system memory
3020, may be incorporated directly into processor 3010.

Network interface 3040 may be configured to allow data
to be exchanged between computing device 3000 and other
devices 3060 attached to a network or networks 3050, such
as other computer systems or devices as illustrated in FIG.
1 through FIG. 14, for example. In various embodiments,
network interface 3040 may support communication via any
suitable wired or wireless general data networks, such as
types of Ethernet network, for example. Additionally, net-
work interface 3040 may support communication via tele-
communications/telephony networks such as analog voice
networks or digital fiber communications networks, via
storage area networks such as Fibre Channel SANs, or via
any other suitable type of network and/or protocol.

In some embodiments, system memory 3020 may be one
embodiment of a computer-accessible medium configured to
store program instructions and data as described above for
FIG. 1 through FIG. 14 for implementing embodiments of
the corresponding methods and apparatus. However, in other
embodiments, program instructions and/or data may be
received, sent or stored upon different types of computer-
accessible media. Generally speaking, a computer-acces-
sible medium may include non-transitory storage media or
memory media such as magnetic or optical media, e.g., disk
or DVD/CD coupled to computing device 3000 via 1/O
interface 3030. A non-transitory computer-accessible stor-
age medium may also include any volatile or non-volatile
media such as RAM (e.g. SDRAM, DDR SDRAM,
RDRAM, SRAM, etc.), ROM, etc., that may be included in
some embodiments of computing device 3000 as system
memory 3020 or another type of memory. Further, a com-
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puter-accessible medium may include transmission media or
signals such as electrical, electromagnetic, or digital signals,
conveyed via a communication medium such as a network
and/or a wireless link, such as may be implemented via
network interface 3040. Portions or all of multiple comput-
ing devices such as that illustrated in FIG. 15 may be used
to implement the described functionality in various embodi-
ments; for example, software components running on a
variety of different devices and servers may collaborate to
provide the functionality. In some embodiments, portions of
the described functionality may be implemented using stor-
age devices, network devices, or special-purpose computer
systems, in addition to or instead of being implemented
using general-purpose computer systems. The term “com-
puting device”, as used herein, refers to at least all these
types of devices, and is not limited to these types of devices.

CONCLUSION

Various embodiments may further include receiving,
sending or storing instructions and/or data implemented in
accordance with the foregoing description upon a computer-
accessible medium. Generally speaking, a computer-acces-
sible medium may include storage media or memory media
such as magnetic or optical media, e.g., disk or DVD/CD-
ROM, volatile or non-volatile media such as RAM (e.g.
SDRAM, DDR, RDRAM, SRAM, etc.), ROM, etc., as well
as transmission media or signals such as electrical, electro-
magnetic, or digital signals, conveyed via a communication
medium such as network and/or a wireless link.

The various methods as illustrated in the Figures and
described herein represent exemplary embodiments of meth-
ods. The methods may be implemented in software, hard-
ware, or a combination thereof. The order of method may be
changed, and various elements may be added, reordered,
combined, omitted, modified, etc.

Various modifications and changes may be made as would
be obvious to a person skilled in the art having the benefit
of this disclosure. It is intended to embrace all such modi-
fications and changes and, accordingly, the above descrip-
tion to be regarded in an illustrative rather than a restrictive
sense.

What is claimed is:

1. A system, comprising:

one or more computing devices each including at least

one respective hardware processor, wherein the one or
more computing devices are part of a provider network
and are configured to:
implement a set of programmatic interfaces enabling
clients to submit configuration requests to a network-
accessible service of the provider network, the net-
work-accessible service established to manage acti-
vation status of resources of at least one pool of
resources located at a data center of the provider
network;
receive, by the network-accessible service, a pool man-
agement request from a client via a particular pro-
grammatic interface of the set, the pool management
request indicating:
one or more resources whose activation status within
a particular pool is to be managed by the network-
accessible service, wherein at least a particular
resource of the one or more resources is located at
a data center external to the provider network; and
at least one resource activation criterion;
establish a secure network connection from an admin-
istrative resource of the network-accessible service,
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located within the provider network, to a control
module instantiated on behalf of the network-acces-
sible service at the data center external to the pro-
vider network; and

in accordance with the at least one resource activation
criterion indicated in the pool management request,
activate, by the network-accessible service of the
provider network, the particular resource external to
the provider network via the control module to
respond to one or more types of work requests.

2. The system as recited in claim 1, wherein the network-
accessible service comprises at least one of: a load-balanc-
ing service, a distributed caching service, an automated
resource recruitment service, a security artifact generation
service, a network address discovery service, or a distributed
database service.

3. The system as recited in claim 1, wherein the control
module is instantiated on an appliance dedicated for admin-
istrative use by the network-accessible service.

4. The system as recited in claim 1, wherein the data
center external to the provider network comprises a first
category and a second category of resources, wherein
resources of the first category of resources are configured to
implement commands formatted in accordance with a pro-
grammatic control interface of a different network-acces-
sible service of the provider network, wherein resources of
the second category are not configured to implement com-
mands formatted in accordance with the programmatic con-
trol interface, wherein the particular pool comprises at least
one resource of the first category and at least one resource
of the second category.

5. The system as recited in claim 1, wherein the particular
pool comprises at least one resource located within the data
center of the provider network.

6. A method, comprising:

performing, by one or more computing devices of a

provider network:
receiving a pool management request from a client via
a particular programmatic interface supported by a
network-accessible service of the provider network,
the pool management request indicating:
one or more resources whose activation status within
a particular pool is to be managed by the network-
accessible service, wherein at least a particular
resource of the one or more resources is located at
a data center external to the provider network; and
at least one resource activation criterion;
establishing a network connection between an admin-
istrative resource of the network-accessible service,
located within the provider network, and a control
module instantiated on behalf of the network-acces-
sible service at the data center external to the pro-
vider network; and
in accordance with the at least one criterion indicated in
the pool management request, activating, by the
network-accessible service of the provider network,
the particular resource external to the provider net-
work via the control module to respond to one or
more types of work requests.

7. The method as recited in claim 6, wherein the network-
accessible service comprises at least one of: a load-balanc-
ing service, a distributed caching service, an automated
resource recruitment service, a security artifact generation
service, a network address discovery service, or a distributed
database service.
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8. The method as recited in claim 6, wherein the control
module is instantiated on an appliance dedicated for admin-
istrative use by the network-accessible service.

9. The method as recited in claim 6, wherein the data
center external to the provider network comprises a first
category and a second category of resources, wherein
resources of the first category of resources are configured to
implement commands formatted in accordance with a pro-
grammatic control interface of a different network-acces-
sible service of the provider network, wherein resources of
the second category are not configured to implement com-
mands formatted in accordance with the programmatic con-
trol interface, wherein the particular pool comprise at least
one resource of the first category and at least one resource
of the second category.

10. The method as recited in claim 6, wherein the par-
ticular pool comprises at least one resource located within a
data center of the provider network.

11. The method as recited in claim 6, wherein the pool
management request indicates at least one of: (a) a maxi-
mum number of resources that can be activated within the
particular pool, and (b) a minimum number of resources that
are to remain activated within the particular pool.

12. The method as recited in claim 6, wherein the network
connection is established using at least one of: the Secure
Sockets Layer (SSL) protocol, the Transport Layer Security
(TLS) protocol, or the Internet Protocol Security (IPSec)
protocol.

13. The method as recited in claim 6, wherein the network
connection is established using a Virtual Private Network
(VPN) protocol.

14. The method as recited in claim 6, further comprising
performing, by the one or more computing devices:

transmitting a command formatted in accordance with the

Simple Network Management Protocol (SNMP) from
the control module to initiate a configuration change at
the particular resource.

15. The method as recited in claim 6, further comprising
performing, by the one or more computing devices:

installing the control module at a particular device within

the data center external to the provider network in
response to a client request.

16. A non-transitory computer-accessible storage medium
storing program instructions that when executed on one or
more processors:

receive, at a network-accessible service of a provider

network, a pool management request from a client via
a particular programmatic interface supported by the
network-accessible service of the provider network, the
pool management request indicating one or more
resources whose activation status within a particular
pool is to be managed by the network-accessible ser-
vice, wherein at least a particular resource of the one or
more resources is located at a data center external to the
provider network;

initiate an establishment of a network connection between

an administrative resource of the network-accessible
service, located within the provider network, and a
control module instantiated on behalf of the network-
accessible service at the data center external to the
provider network; and

responsive to receipt by the network-accessible service of

the pool management request, transmit a command
from the administrative resource to the control module
to activate the particular resource.

17. The non-transitory computer-accessible storage
medium as recited in claim 16, wherein the network-acces-
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sible service comprises at least one of: a load-balancing
service, a distributed caching service, an automated resource
recruitment service, a security artifact generation service, a
network address discovery service, or a distributed database
service.

18. The non-transitory computer-accessible storage
medium as recited in claim 16, wherein the control module
is instantiated on an appliance dedicated for administrative
use by the network-accessible service.

19. The non-transitory computer-accessible storage
medium as recited in claim 16, wherein the data center
external to the provider network comprises a first category
and a second category of resources, wherein resources of the
first category of resources are configured to implement
commands formatted in accordance with a programmatic
control interface of a different network-accessible service of
the provider network, wherein resources of the second
category are not configured to implement commands for-
matted in accordance with the programmatic control inter-
face, wherein the particular pool comprise at least one
resource of the first category and at least one resource of the
second category.

20. The non-transitory computer-accessible storage
medium as recited in claim 16, wherein the particular pool
comprises at least one resource located within a data center
of the provider network.
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